Important Notice Concerning Fraudulent Emails

It has come to Delta’s attention that some of our customers are receiving phishing emails that appear to be an official communication from Delta, using our logo and branding. Please be aware that Delta, its group affiliates and officers have absolutely no involvement with these fraudulent practices. The emails often ask for payment for services or solutions delivered by Delta. It is our policy that Delta will never ask you to change bank account or transfer payment to other company via email. If the email has an attachment or contains any links, remember that it is good practice not to open any attachments or click on any links within the email, as doing so may result in malware or a virus being loaded on to your computer.

We ask you not respond to these emails or to communicate with the sender, and do not provide the sender with any personal or financial information. Should you receive such an email, please inform your Delta representative.

We assure that your security and privacy is a priority for us and kindly ask for your cooperation in being extra cautious when viewing emails that purport to be from Delta. Thank you for your understanding on this matter, and do not hesitate to contact your Delta representative if you have any questions.